November 10th, 2022

Fraudulent Requests for Payment

Dear Valued Customer,

At ADI, we take our responsibilities as your trading partner very seriously and work to ensure that we have reliable and robust processes in place to protect our mutual business.

One of our customers has recently made us aware of a fraudulent request they received for payment to a bank account which was not the established one for ADI. The request came from an email address where the sender represented themselves as an ADI employee. On closer examination, the email was not an official Analog Devices email address. Unfortunately, this was only discovered after a substantial sum of money had been transferred. With this type of fraud, the funds are generally not recoverable and in this specific case, our customer will effectively be paying twice for the goods received.

To ensure that the integrity and security of financial transactions with our customers is maintained, we ask that you take note of the following:
- Only make payments to the established payee and bank accounts as agreed with ADI’s accounts receivable department
- Should you receive any email communication, ostensibly from ADI, requesting payment to a payee or account that is different from the established account, please contact our accounts receivable department before making any further payment

Please forward this communication to the relevant departments within your organisation and please do not hesitate to contact us should you have any questions.

Regards,

John Kirwan
Head of Global Customer Operations